
To join a Windows 11 device to Azure Active Directory (Azure AD) and Intune, you'll need 

administrative access to both your Azure AD and Intune portals.  

Here's a step-by-step guide to accomplish this: 

Join Windows 11 to Azure AD: 

1. Sign in to Azure AD: 

 Go to the Azure portal (https://portal.azure.com) and sign in with your Azure AD administrator 

credentials. 

2. Navigate to Azure AD Devices: 

 In the Azure portal, go to Azure Active Directory -> Devices -> All devices. 

 
-Optional: Add local admin: 

 
3. Add a New Device: 

 Click on the + New device button. 

4. Choose Device Type: 

 Select Windows 10 and 11 as the device platform. 

 Login Admin & Go setting 

https://portal.azure.com/


  
5. Configure Device Information: 

 Enter the required device information, such as a display name for the device. 

6. Generate Enrollment Profile (optional): 

 You can create an enrollment profile to customize the device enrollment experience. This step 

is optional but can be helpful for managing multiple devices. 

7. Complete the Enrollment Process: 

 Follow the on-screen instructions to complete the enrollment process. This typically involves 

downloading an enrollment package or using an enrollment URL on the Windows 11 device. 

Set Up Windows 11 for Azure AD and Intune: 

1. Open Settings: 

 On your Windows 11 device, open the Settings app. 

 

2. Go to Accounts: 

 Navigate to Accounts -> Access work or school. 

 
3. Join Azure AD: 

 Click on Connect and choose Join this device to Azure Active Directory. 

 



4. Sign In & Join without intune: 

 Enter the Azure AD credentials (username and password) of your Azure AD administrator 

account. 

  
5. Complete the Join Process: 

 Follow the on-screen prompts to complete the device registration and join Azure AD. 

 Verify and manually intune synch process at this option & SSO office365. 

 
 Disable some functions inTune. 

 

MDM  - Configure Intune Device Management: 

1. Sign in to Intune: 

 Open the Microsoft Endpoint Manager admin center (https://endpoint.microsoft.com) and sign 

in with your Intune administrator credentials. 

https://endpoint.microsoft.com/


2. Set Up Device Configuration Profiles: 

 In the Intune portal, go to Devices -> Configuration profiles. 

 Create and assign device configuration profiles to manage settings such as security policies, 

Wi-Fi, VPN, and more. 

3. Deploy Applications: 

 Go to Apps -> All apps to add and deploy applications to your Windows 11 devices 

managed by Intune. 

4. Assign Intune Licenses (if necessary): 

 Ensure that the user accounts associated with the Windows 11 devices have appropriate Intune 

licenses assigned to enable Intune management features. 

5. Monitor and Manage Devices: 

 Use the Intune portal to monitor device compliance, apply updates, troubleshoot issues, and 

manage device configurations remotely. 

6. Open Settings: 

 On your Windows 11 device, open the Settings app. 

 

7. Go to Accounts: 

 Navigate to Accounts -> Access work or school. 

 
8. Join to inTune with SSO & synch with inTune to Office365 

9.  
10. Verify the different in Device – All device and see MDM : 



 
11. Now it can manage the Device with all functions: 

 
12.  

Endpoint manage Center Windows 11 to Azure AD: 

To verify device have compliance & firewall:

 
Firewall & update: 

 



3- MDM – Hybrid Azure AD join: 
1. From AD servers, go to Group Policy Management: 

2.   
3. Then AD have full control all device on premise 

4.  
5. Go inside the Policies then Administrative  Templates 

6.  
7. Then Go Windows Component – Devices Registration 

8.  



9. Then Enabled Devices… 

10.  
11. The run: gpupdate /force 

12. The go Azure AD connect:  

13. Then go into Configure device option: 

14.  
15. Then choose Configure Hybrid Azuze AD join: 

16.  
17. & select this option 

18.  
19. From SCP select Azure AD. 

20.  



 

21. Complete: 

22.  
23. After Synch 20 minutes all device on premise will show in Hybrid Azure AD & No MDM . 

24.  
 

25.  


